
KZValve BUSINESS CONTACT PRIVACY NOTICE 

1. Introduc9on 

This Privacy Notices to Business Contacts describes the steps KZValve, 23860 KZ Parkway, Green-
wood, NE 68366, United States, part of IDEX Corporation, takes to protect the Personal Data that we 
Process about Business Contacts. The Company is commiBed to the protec9on of the Personal Data 
that we process about you in line with the data protec9on principles set out in the applicable Data 
Protec9on Law. This No9ce informs you how we Process your Personal Data if you are one of our 
Business Contacts. 

This No9ce may be amended from 9me to 9me. The Company will post any change to this No9ce a 
reasonable period of 9me in advance of the effec9ve date of the change.   

2. Defini9ons 

The following terms are used within this No9ce and are defined as follows: 

Term Definition

Business Contacts All Consumers, Corporate Partners or employees of a Corporate Partner 
or any other person which IDEX contacts or interacts with in the context 
of establishing, developing, maintaining, servicing or otherwise further-
ing the business rela9onship.

Consent Any freely given, specific, informed and unambiguous indica9on of the 
Data Subject’s wishes by which he/she, by a statement or by a clear af-
firma9ve ac9on, signifies agreement to the specific processing of his/her 
Personal Data. It has to be a clear affirma9ve act (“Opt-In”).  Silence or 
inac9vity are not sufficient. Consent may be withdrawn at any 9me with 
effect for the future. 

Consumer A person that buys goods or services mainly for personal purposes.

Corporate Partner Persons or organiza9ons that buy goods or services from IDEX mainly for 
their own business purposes, or other business partners with which we 
have a contractual or commercial rela9onship, like subcontractors and 
suppliers; this includes exis9ng as well as prospec9ve Corporate Partners.

Data Controller The natural or legal person, public authority, agency or other body which 
alone, or jointly with others, determines the purposes and means of the 
Data Processing.

Data Processing Any opera9on, or set of opera9ons, which is performed on Personal Data 
or on sets of Personal Data, whether or not by automated means, such as 
collec9on, recording, organiza9on, structuring, storage, adapta9on or 
altera9on, retrieval, consulta9on, use, disclosure by transmission, dis-
semina9on or otherwise making available, alignment or combina9on, 
restric9on, erasure or destruc9on.

Data Processor A natural or legal person, public authority, agency or other body, which 
processes Personal Data on behalf of the Data Controller 
(Ar9cle 28 GDPR).

 



3. Iden9ty and Contact Details of the Data Controller and the Data Protec9on Officer (if applic-
able) 

The Company is responsible for Processing your Personal Data and is the Data Controller. 

If you have any ques9ons about this No9ce, please contact us at 

KZValve, 23860 KZ Parkway, Greenwood, NE 68366 United States 

[bnjmarke9ng@idexcorp.com] 
You can contact our Data Protec9on Officer at [@BU: Please insert email and postal address via 
which the DPO can be contacted. If you have not designated a DPO, please delete this sec9on as well 
as the corresponding part of the heading.] 

4. Categories and Sources of Personal Data Processed 

The Company Process different categories of Personal Data of our Business Contacts. These may in-
clude:  

• Iden9ty details, including name; informa9on about your job 9tle and hierarchical posi9on; 
and educa9onal level or work experience.  

• Business contact details, including company address, business telephone number and e-mail 
address. 

• Informa9on you provide us during the course of our business rela9onship, including in re-
sponse to corporate surveys or ques9onnaires; or other correspondence.  

• Data from ini9a9on, maintenance and execu9on of our business rela9onship, including per-
formed and planned orders and related data such as delivery modali9es or insurance cover-
ages; user login and subscrip9on data; use of our web services or newsleBers; and data 
about your budget. 

• Company data of our Corporate Partners, such as company name and company business reg-
istra9on number; informa9on from our due-diligence or other onboarding procedures; or 
our Corporate Partner´s business needs.   

Data Protec9on Pro-
cedures

Any local BU internal policies/procedures supplemen9ng this Policy. 

Data Protec9on Law All applicable state, local and federal/na9onal laws related to data pro-
tec9on including, but not limited to, GDPR.   

Data Protec9on Offi-
cer (“DPO”) 

The person which is appointed by the Company (only where re-
quired by law) to protect the Data Subjects’ rights and to act as the 
point of contact between the Company and you in order to ensure 
that the Company complies with all applicable Data Protection Law.

Data Subject Any person to whom the respec9ve Personal Data refers.

Personal Data Any informa9on rela9ng to an iden9fied or iden9fiable natural person 
(Ar9cle 4 GDPR).  

 



• Data rela9ng to the asser9on or defense against legal claims, including the preven9on of 
misconduct; compliance checks or inves9ga9ons; and informa9on regarding compliance vio-
la9ons or other infringements. 

Most of the Personal Data we Process, you have provided directly to us.  Other Personal Data may be 
provided by your employer, our Corporate Partners or other instances involved in the ini9a9on of 
your business rela9onship and/or the execu9on of contracts with our Corporate Partners.  In addi-
9on, we may process Personal Data which we permissibly obtain from publicly accessible sources 
(such as LinkedIn) or that are legi9mately transmiBed to us by third par9es (such as credit agencies). 

5. Purposes of Data Processing 

The Company Processes Personal Data of Business Contacts for various business purposes in connec-
9on with your business rela9onship with the Company or our Corporate Partner: 

• For the ini9a9on, performance and execu9on of a contract with you or our Corporate Part-
ners, including to meet our contractual obliga9ons; necessary due diligence and other on-
boarding requirements in regard to our Corporate Partners. 

• For market analysis, including through surveys, to beBer understand the markets in which 
we do business; and for product and service development. 

• For business communica9on and promo9on of our products and services.   

• For the fulfilment of legal obliga9ons, including local tax and commercial law, as well as au-
dits by governmental and regulatory authori9es.   

• For security control of the IDEX' physical premises or for IT security and data breach proced-
ures. 

• For asser9ng or the defense of legal claims or the preven9on of misconduct, compliance vio-
la9ons or other infringements, such as rou9ne inspec9ons; internal inves9ga9ons; or dispute 
resolu9on cases.   

• For customer services ac9vi9es, such as responding to queries; or inves9ga9ng and resolving 
complaints. 

• For customer rela9onship management, including lis9ng important contacts for our busi-
ness; connec9ng individuals with accounts of our Corporate Partners; lis9ng important 
stakeholders; and for customers surveys. 

• For business process op9miza9on, such as account management, including establishing and 
on-going management of business rela9onships; maintenance of a supplier or customer 
database; risk management; and ac9vi9es geared toward preven9ng or detec9ng crime.  

6. Legal Bases for Processing Personal Data 

The Company Processes Personal Data rela9ng to its Business Contacts based on mul9ple different 
legal bases: 

• Once you have been informed about the intended Processing of your Personal Data and 
you have provided your consent. You may withdraw your consent at any 9me. The with-
drawal of consent will not affect the lawfulness of processing based on your consent be-
fore the withdrawal. Ar9cle 6 GDPR. 

 



• If the Processing of your Personal Data is necessary in order to carry out the contract 
concluded between you and us. Ar9cle 6 GDPR. 

• If the Processing is necessary for the Company to comply with an applicable legal obliga-
9on.  E.g., a court orders the release of certain informa9on for legal proceedings). Ar9cle 
6 GDPR. 

• If the Processing is necessary for purposes of the legi9mate interests pursued by the 
Company or by a third party except where overridden by Employee interests or funda-
mental rights and freedoms of a Data Subject which require protec9on of Personal Data.  
Ar9cle 6 GDPR.  These legi9mate interests can include:  

o Management of our business rela9onships with our Corporate Partners, in-
cluding mee9ng our contractual obliga9ons; and corresponding communica-
9ons in rela9on to our business rela9onship. 

o The op9miza9on of our business processes, including the implementa9on of 
op9mized customer service and/or customer management systems, includ-
ing with regard to you as an employee of our Corporate Partner.  

o For the security of our property and infrastructure, such as IT Security and 
Data Breach Procedures; and measures to ensure opera9onal, building and 
plant safety and for business management; 

o For the asser9on and defence of legal claims and the preven9on of compli-
ance viola9ons or other infringements; 

o To grow the Company’s business by networking and market research and 
analysis of poten9al business opportuni9es as well as through direct market-
ing, including marke9ng ac9vi9es and communica9ons or in regard to 
product or service development processes. 

7. Your Rights 

The GDPR provides you with rights rela9ng to the Processing of your Personal Data.  These rights in-
clude:  

• Request access to Personal Data about you (commonly known as a “data subject access re-
quest”).  This enables you to receive informa9on about the Personal Data we hold about you 
and to check that we are lawfully Processing it. 

• Request rec9fica9on, correc9on, or updates to Personal Data that we hold about you.  This 
enables you to correct any incomplete or inaccurate informa9on.   

• Request Personal Data to be transferred in machine-readable format (“data portability”) to 
the extent this right is relevant in the employment context. 

• Request erasure of Personal Data. This enables you to request dele9on or the removal of 
Personal Data where there is no legi9mate reason for us to con9nue to Process it. You also 
have the right to ask us to delete or remove Personal Data where you have exercised your 
right to object to Processing (see below). 

 



• Request the restric9on of Processing of your Personal Data.  This enables you to ask us to 
suspend the Processing of Personal Data about you if you want us to establish its accuracy or 
the reason for Processing it. 

• Withdraw consent you have given at any 9me without affec9ng the lawfulness of processing 
based on consent before its withdrawal. 

These rights are not absolute and are subject to various condi9ons under Data Protec9on Law and 
any other applicable laws and regula9ons.     

You may exercise these rights by contac9ng your Privacy Lead (see Sec9on 3).  You also have the right 
to lodge a complaint with a Supervisory Authority.  

8. Data Sharing and Interna9onal Data Transfers: Intra-Group; External Third Par9es and Exter-
nal Distributors 

Intra-group transfers 

As a member of a mul9na9onal enterprise opera9ng under a decentralized management structure, 
the Company may share Employee Personal Data with IDEX affiliates / BUs listed here, for the pur-
poses set out in this No9ce.  Please note that the Company only shares Employee Personal Data with 
those listed companies where this is covered by a lawful basis for such Processing.   

These transfers are protected by the obliga9ons set out in intra-group agreements that we have en-
tered into between the various IDEX legal en99es.  Interna9onal transfers within the IDEX are gov-
erned by EU Commission-approved Standard Contractual Clauses for Data Controllers and, where 
relevant, for Data Processors.  You may receive a copy of these Standard Contractual Clauses used in 
our intra-group agreements by contac9ng the Privacy Lead (see Sec9on 3).     

External Third Par9es  

The Company may share Personal Data with external vendors whom we engage to perform services 
or func9ons on our behalf and under our instruc9ons. Where applicable, their Processing of your 
data will be subject to the GDPR requirements. The Company will also ensure that its contracts with 
these par9es ensure they only Process Personal Data in accordance with our instruc9ons and in or-
der to provide the agreed services and protect the integrity and confiden9ality of the Personal Data 
entrusted to them, in line with the GDPR requirements.   

 

Object to the Processing of your Personal Data in certain circumstances. 

This right may apply where the Processing of your Personal Data is based on the legi9mate 
interests of Company, as described in Annex 1, or where decisions about you are based 
solely on automated processing, including profiling.  

Notwithstanding, you have the right to object at any 9me to Processing of your Personal 
Data for direct marke9ng purposes.

https://dev-wp.idexcorp.com/affiliates-list/


For the purposes set out in this No9ce, we may also disclose your Personal Data to our IT service 
providers, auditors, lawyers, consultants, law enforcement, courts and tribunals and other public 
authori9es, such as tax and social security bodies.  Some of these recipients are themselves respon-
sible to determine the purposes and means of the Processing and for the lawfulness of the Process-
ing on their end. Where necessary, we will ensure that appropriate contractual measures are in place 
to ensure the protec9on of your Personal Data.   

Some of the vendors we engage to Process your Personal Data are located outside the European 
Economic Area. We will ensure that these transfers are either:  

• To countries, which fall under an adequacy decision by the EU-Commission and have 
been deemed to provide an adequate level of protec9on, currently including Switzer-
land, Uruguay, Argen9na, Japan, Israel, Isle of Man, New Zealand, Guernsey, Canada, 
Andorra, Faroe Islands and Jersey; or are   

• Governed by one of the following safeguards: EU Commission-approved Standard 
Contractual Clauses; GDPR-compliant Data Processor clauses where the US vendor is 
cer9fied under the EU-US Privacy Shield Framework; or Binding Corporate Rules ap-
proved by an EU data protec9on authority. You may receive a copy of these data pro-
tec9on safeguards by contac9ng us at the contact details given in Sec9on 3 above.   

External Distributors 

The Company may share Personal Data of Business Contacts to our trusted Corporate Partners, such 
as External Distributors, if you are using our website services and submit your informa9on together 
with an inquiry regarding our products via a contact form. The Personal Data is limited to informa9on 
submiBed by you (e.g. contact informa9on and product specifica9ons) and will be solely disclosed 
for the purposes of processing your request, e.g. we might forward your request to the distributor 
who is responsible for your respec9ve geographic area.  

9. Reten9on of Personal Data 

The Company will keep and Process your Personal Data only for as long as is necessary for the pur-
poses for which it was collected or for legal obliga9ons. Such legal obliga9ons may arise par9cularly 
under tax and commercial law. If your data is no longer necessary for the fulfilment of contractual or 
legal obliga9ons it will be deleted; unless they are needed to secure, assert or enforce legal claims. In 
this case, we will retain them in accordance with the regular limita9on period. During this period, 
this data is blocked and is no longer available for any other use. 

10. Statutory/Contractual Requirements 

You may choose to not provide us with your Personal Data and/or provide incomplete Personal Data. 
However, please be aware that, in certain cases, we may not be able to engage in, or con9nue a 
business rela9onship with you, as your Personal Data is required for administra9ve purposes and/or 
to fulfill statutory requirements. 

11. Automated Decision-Making and Profiling 

Your Personal Data will not be used for automated decision-making and/or profiling. 
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